WIFI CONNECTIVITY STEPS

This Instruction is for Windows 7/Window XP users (not for Linux users) for connecting to “NITT Hostel WiFi” i.e. Wireless Access Points (WAP) in Hostel Zone.
Step 1
· Go to (Control Panel(Network and Internet(Manage Wireless Networks.
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Manage wireless networks that use (Wireless Network Connection)

Windows tries to connect to these networks in the order lsted below.
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· Incase NITT Hostel WiFi not showing your screen just leave Step 1 and Go to step 2
Step 2

Install the Root Certificate:

· Double click here 
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(Download the Root certificate)
· Install the Root Certificate
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Do you want to open this file?

Name: certnew.cer
Publsher: Unknown Publisher
| Type: Security Certficate
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Welcome to the Certificate Import
Wizard

This wizard helps you copy certificates, certficate trust
lists, and certficate revocation sts from your disk to @
certiicate store

A certifcate, which s ssued by a certfication authority, is
 confirmation of your denity and contains nformaton
used to protect data or o estabish secure network
connections. A certficate store i the system area nhere:
certficates are kept.

To continue, cick Next
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Certificate Store:
Certficate stores are system areas where certficates are kept.

Windows can automatically select a criiicate store, o you can specify a location for
the certificate,

utomaticalyselect the certficate store based on the type of certficate

tace al certicates in the folowing store

Certficate store:

Learn more about cer iicate stores
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Wiindows can automaticaly select a certficate store, or you can specify a location for
the certficate.

‘Automatically select the certficate store based on the type of certficate.

Place al certficates in the following store:

Certfcate store:

e

Learn more about certficate sores
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Completing the Certificate Import
Wizard

[ The certficate wil be imported after you cick Finish.

You have spefied the folowing settings:
Trusted Root Certic
Certfcate

<o
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claiming to represent:

octa-GOLD-CA

Windows cannot validate that the certficate s actually from
*octa-GOLD-CA". You should confirm its origin by contacting
“octa-GOLD-CA". The following number will ssist you i this process:

Thumbprint (sha'): C9AB437 063014BF S6D28E82 SC390005 41EEFEE

Warning:

If you install this root certificate, Windows will automatically trust any.
certificate issued by this CA. Installing a certficate with an unconfirmed
thumbprint is a security risk. f you click "Ves' you acknowledge this
risk,

Do you want to instal this certificate?
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The import was successful.
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The connection attempt could not be completed

The Credentials provided by the server coud ot be validated. We recommend
that you terminate the connection and contact your adminitrator with the
informatin provided in the detais. You may stll connect but doing 50 exposes
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For any further problem contact Wi-Fi Onsite Engineers at CSG
E-Mail ID: wifi@nitt.edu
, Contact No: 0431-2503803[image: image16.emf] 
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Remove the 
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Right click here
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